FY2010 State Homeland Security Project Request Form

Instructions:  Use one form for each project you are submitting.  

Discipline:  
Identify the Discipline submitting a Project Request Form for funding.

     
Jurisdiction:  
Identify the Jurisdiction and the Point of Contact submitting a Project Request Form for funding.
     
Project Title:  
Provide a title for the project and identify if this is a new or sustaining project.

     
State or Local: 
Identify if this is a state or local project and identify how much of the requested amount is for each.

State:  $     
Local:  $     
Project Description:

Describe the purpose of the project and its impact on the capability being supported, what activities will be implemented and what the project will accomplish.  Describe any equipment that will be purchased. 
      
Project Justification:

Describe the capability gap(s) this project will address.  What percentage of the gap(s) will it address?
      
Goals and Objectives

Click in the boxes of the Homeland Security Strategy Goal(s) and Objective(s) this project will address.
1. Evaluate emergency response to WMD and all hazards scenarios through the implementation of the HSEEP and the Delaware Multi-Year Exercise Plan.

1.1  FORMCHECKBOX 
Evaluate operational response of resources to an all hazard and WMD incident.

1.2  FORMCHECKBOX 
Evaluate interoperable communications and enhanced warning and alert systems.

1.3  FORMCHECKBOX 
Evaluate protective measures of associated with critical infrastructure protection measures.

1.4  FORMCHECKBOX 
Evaluate response to cyber attack on Delaware computer systems.

1.5  FORMCHECKBOX 
Evaluate emergency responder defensive and protective measures.

2. Prevent and Deter Attacks by Increasing Early Warning and Information sharing capabilities. It is inherently less costly to prevent than it is to respond to or recovery from a terror attack.  Measures that seek to deny a terror group's access to a critical asset can be very effective in reducing vulnerability.  Additionally, measures to counter a terror threat also counter the more common threat of violence in the workplace and at public events caused by domestic problems, disgruntled employees, disgruntled customers and deranged persons.

2.1  FORMCHECKBOX 
Develop and enhance the capability to receive and send information between federal, state and local emergency response disciplines.

2.2  FORMCHECKBOX 
Establish and enhance information sharing technology and resources.

3. Establish and maintain Explosive Ordinance Disposal (EOD) response and investigation capabilities.

3.1  FORMCHECKBOX 
Provide and enhance statewide EOD capabilities to detect, dispose, and investigate EOD incidents.

3.2  FORMCHECKBOX 
Provide basic and advance levels of EOD protective equipment.

4. Prepare First Responders. Identify necessary capabilities and equip personnel to the appropriate levels.

4.1  FORMCHECKBOX 
Provide selected initial and follow-on emergency response forces with a detection capability to response to an all hazard incident.

4.2  FORMCHECKBOX 
Equip and train emergency responders with basic and advance levels of protective equipment for all hazard incidents.

4.3  FORMCHECKBOX 
Provide offensive and defensive equipment to adequately respond to a all hazards incident.

5. Upgrade and Integrate Communications Networks.  The existence of reliable and secure communications is required at all state and local government levels for effective statewide incident management.  Communications interoperability must be a key attribute of the network and development planning and must account for all relevant constituencies and response disciplines.

5.1  FORMCHECKBOX 
Develop an interoperable communications plan for statewide tactical communications

5.2  FORMCHECKBOX 
Improve existing capability for federal, state, and local emergency response disciplines to communicate during response and recovery operations.

5.3  FORMCHECKBOX 
Maximize communications interoperability both in-state and regional.

6. Harden Our Critical Infrastructure and Institutions.  The actions in State Goal 1 produce a listing and prioritization of critical assets for each response discipline, and the public and private sectors in Delaware.  The actions in this goal provide the people and resources needed to protect our critical sites.  

6.1  FORMCHECKBOX 
Improve and strengthen the security of critical infrastructure throughout the state to deter/prevent terrorist attack.

6.2  FORMCHECKBOX 
Control and limit access to critical facilities and areas using a functional credentialing personal identification system.

6.3  FORMCHECKBOX 
Increase security of infrastructure and institutions through the incorporation of detection technology.

6.4  FORMCHECKBOX 
Provide a source of continuity of operation and protection of infrastructure and resources.

6.5  FORMCHECKBOX 
Identify and prioritize protection needs of critical infrastructure sites.
7. Increase Response and Recovery Capacity.  State and local agencies must be able to respond to and recover from a terrorist incident in the event prevention fails.  While existing state and local capacities address natural and technological disasters, additional response and recovery capability is required to adequately respond to and recover from a terrorist WMD event.

7.1  FORMCHECKBOX 
Provide resources to enhance intrastate and interstate response capabilities to enable statewide defensive and offensive response activities to all hazard incidents.

7.2  FORMCHECKBOX 
Conduct multiple response discipline activities (crime scene investigation and rescue/recovery) to the fullest extent possible in response to all hazard incidents.

7.3  FORMCHECKBOX 
Provide after action restoration and re-supply of emergency response discipline resources.

7.4  FORMCHECKBOX 
Develop/enhance interstate and intrastate capabilities to enable regional defensive and offensive response activities to all hazard incidents.

8. Enhance and Upgrade Emergency Operations to response to all hazard incidents.  The Delaware Emergency Operations Plan (DEOP) provides a framework of roles, responsibilities and mission requirements for response to all hazard incidents.  Continuity of government plans are in development.  In addition, the implementation of the National Incident Management System (NIMS) and the National Response Plan will necessitate a policy review and operations Plan update.

8.1  FORMCHECKBOX 
Manage and Administer the Homeland Security Grant Program to include all applicable grants under the program.

8.2  FORMCHECKBOX 
Provide for the development, upgrade, and integration of emergency operation response plans to respond to all hazard incidents.

8.3  FORMCHECKBOX 
Enhance and upgrade the response and operational capabilities of the state and local emergency operation centers.
9. Ensure Public Health and Medical System Preparedness and Response.  The Delaware Emergency Health Powers Act provides the roles, responsibilities and authority for Public Health preparedness and response.  Additionally, federal and state benchmarks identify public health and medical system capabilities needed to investigate disease outbreaks, confirm diagnosis, isolate victims, provide medical treatment, and control and coordinate these activities.  Procedures to address these complex components of the health system are being developed.  Once fully developed, the plan requires training, exercise, and constant evaluation.

9.1  FORMCHECKBOX 
Increase the capability to manage mass fatalities and casualties as a result of a WMD terrorist incident.

9.2  FORMCHECKBOX 
Develop a comprehensive stockpile of medicines and related equipment/supplies to combat the effects of a WMD incident.

9.3  FORMCHECKBOX 
Develop a comprehensive, integrated public health emergency preparedness, response, recovery, and mitigation program.

10. Maintain and Protect Our Information Technologies Infrastructure.  The National Strategy to Secure Cyberspace requires us to secure the portions of cyberspace we own, operate, control, or interact with.  We have become dependent on our computing technology and infrastructure, and it must be secured and maintained.  We will accomplish this by providing the infrastructure and resources to protect the state’s client/server computing environment, secure those portions of cyberspace used by state employees, and liaison with the public and private sectors to develop safe operating practices and procedures.

10.1  FORMCHECKBOX 
Implement security upgrades, patches, and related measures across all state platforms without undue risk or disruption to the existing computing environment.

10.2  FORMCHECKBOX 
Provide client/server resources to prepare for disaster recovery.

11. Maintain the Homeland Security Training Program and provide basic and comprehensive training to emergency responders in accordance HSEEP and local emergency operations procedures.

11.1  FORMCHECKBOX 
Provide awareness level training to all state and local emergency response personnel and appropriate government and elected officials.

11.2  FORMCHECKBOX 
Incorporate National Incident Management System (NIMS) into existing State and local emergency training programs.

11.3  FORMCHECKBOX 
Ensure all emergency response disciplines are provided with discipline specific training to respond to an all hazards and WMD incident.

12. Inform and Engage the Public. Delaware citizens need timely and accurate information to assist in effective terrorist event prevention, response, and recovery. The Citizen Corp Council provides a mechanism to engage and connect citizens, first responders, volunteer and civic organizations, businesses, government officials, and representatives of academia to focus on citizens’ concerns and develop homeland security recommendations. During a crisis, the Governor’s Office provides information to the public through the Joint Information Center.

12.1  FORMCHECKBOX 
Develop Citizen Corp Councils (at least one in each county & one in the City of Wilmington) to engage and connect with Delaware citizens.  Educate the public on the Citizen Corps programs, policies, and procedures.
12.2  FORMCHECKBOX 
Coordinate with Citizen Corps Councils to develop chartered federal partners:  neighborhood watch, community emergency response team, medical reserve corps, or volunteers in police service.

National Priorities:

Click in the boxes of the National Priority(ies) (NP) this project will address.
 FORMCHECKBOX 
Expand Regional Collaboration

 FORMCHECKBOX 
Implement the National Incident Management System and National Response Plan

 FORMCHECKBOX 
Implement the National Infrastructure Protection Plan

 FORMCHECKBOX 
Strengthen Information Sharing and Collaboration Capabilities

 FORMCHECKBOX 
Strengthen Interoperable and Operable Communications Capabilities

 FORMCHECKBOX 
Strengthen CBRNE Detection, Response and Decontamination Capabilities

 FORMCHECKBOX 
Strengthen Medical Surge and Mass Prophylaxis Capabilities

 FORMCHECKBOX 
Strengthen Planning and Citizen Preparedness Capabilities

Target Capabilities:

Click in the boxes of the Target Capability(ies) this project will address.  Identify the proposed funding amount to be obligated for each Target Capability.
Common Capabilities

 FORMCHECKBOX 
Planning






$     
 FORMCHECKBOX 
Communications





$     
 FORMCHECKBOX 
Community Preparedness and Participation 

$     
 FORMCHECKBOX 
Risk Management





$     
 FORMCHECKBOX 
Intelligence and Information Sharing and Dissemination
$     
Prevent Mission Capabilities

 FORMCHECKBOX 
Info Gathering & Recognition of Indicators & Warning
$     
 FORMCHECKBOX 
Intelligence Analysis and Production


$     
 FORMCHECKBOX 
Counter-Terror Investigation and Law Enforcement
$     
 FORMCHECKBOX 
CBRNE Detection





$     
Protect Mission Capabilities

 FORMCHECKBOX 
Critical Infrastructure Protection



$     
 FORMCHECKBOX 
Food and Agriculture Safety and Defense


$     
 FORMCHECKBOX 
Epidemiological Surveillance and Investigation

$     
 FORMCHECKBOX 
Laboratory Testing





$     
Recover Mission Capabilities

 FORMCHECKBOX 
Structural Damage Assessment



$     
 FORMCHECKBOX 
Restoration of Lifelines




$     
 FORMCHECKBOX 
Economic and Community Recovery


$     
Respond Mission Capabilities

 FORMCHECKBOX 
On-Site Incident Management



$     
 FORMCHECKBOX 
Emergency Operations Center Management

$     
 FORMCHECKBOX 
Critical Resource Logistics and Distribution

$     
 FORMCHECKBOX 
Volunteer Management and Donations


$     
 FORMCHECKBOX 
Responder Safety and Health



$     
 FORMCHECKBOX 
Emergency Public Safety and Security


$     
 FORMCHECKBOX 
Animal Disease Emergency Support


$     
 FORMCHECKBOX 
Environmental Health




$     
 FORMCHECKBOX 
Explosive Device Response Operations


$     
 FORMCHECKBOX 
Fire Incident Response Support



$     
 FORMCHECKBOX 
WMD and Hazardous Materials



$     
 FORMCHECKBOX 
Response and Decontamination



$     
 FORMCHECKBOX 
Citizen Evacuation and Shelter-in-Place


$     
 FORMCHECKBOX 
Isolation and Quarantine




$     
 FORMCHECKBOX 
Search and Rescue (Land-Based)



$     
 FORMCHECKBOX 
Emergency Public Information and Warning

$     
 FORMCHECKBOX 
Emergency Triage and Pre-Hospital


$     
 FORMCHECKBOX 
Treatment






$     
 FORMCHECKBOX 
Medical Surge





$     
 FORMCHECKBOX 
Medical Supplies Management and Distribution

$     
 FORMCHECKBOX 
Mass Prophylaxis





$     
 FORMCHECKBOX 
Mass Care (Sheltering, Feeding and Related Services)
$     
 FORMCHECKBOX 
Fatality Management




$     
Project Priority:

Identify the priority level of this project:  Low, Medium or High.
     
Project Milestones  (start and end dates):

Identify milestones related to the accomplishment of the project.  Provide start and end dates and a timeline for completion.
     
Requested Funding:  

Provide amount of requested funding per solution area.

Planning:  


$     
Organization (FTEs only): 
$     
Equipment:  


$     
Training:  


$     
Exercise:  


$     
Total Requested Funding:  
$     
Optional Cost Sharing:
Provide the optional cost share source and funding amount for this project.

Source:       
Funding Amount:  $     
Is any portion of this project considered a Law Enforcement Terrorism Prevention (LETP) Activity? 
If so, identify the activity and associated dollar amount.  Additional information on allowable LETP activities is located on the next page.

     
Law Enforcement Terrorism Prevention-Oriented allowable costs include, but are not limited to, the following allowable activities:

· Overtime expenses consistent with a State Homeland Security Plan, including enhanced operations in support of Federal agencies, border security, and border crossing enforcement
· Establishing, enhancing, and staffing State and Major Urban Area fusion centers

· Paying salaries and benefits for personnel to serve as qualified intelligence analysts

· Information sharing and analysis

· Target hardening

· Threat recognition

· Terrorist interdiction

· Subject to the limitations on organization and personnel costs outlined above, overtime expenses consistent with a State Homeland Security Plan, including for the provision of enhanced law enforcement operations in support of Federal agencies, for increased border security, and border crossing enforcement

· Subject to the limitations on organization and personnel costs outlined above, establishing, enhancing, and staffing State and Major Urban Area fusion centers with appropriately qualified personnel

· Subject to the limitations on organization and personnel costs outlined above, paying salaries and benefits for personnel, including individuals employed by the grant recipient on the date of the relevant grant application, to serve as qualified intelligence analysts 
· Any other terrorism prevention activity authorized by the Administrator, pursuant to authority(ies) provided by Congress directly or delegated to the Administrator by the Secretary
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